Information on the processing of personal data in the context of competitive and selection procedures

Regulation (EU) 2016/679, the "General Regulation on the protection of personal data" (hereinafter "GDPR") provides that everyone has the right to the protection of personal data concerning him or her.

In compliance with articles 13 and 14 of the GDPR, the University of Trento provides applicants on competitive/selection procedures held by the University (hereinafter “data subjects”) with the information below.

Specifically, all calls for tender aimed at recruiting technical-administrative, teaching and research staff, both temporary and permanent, are included, as well as selections of contract professors, research fellows, scholarship holders and collaborators.

1. Data controller
The Data Controller is the University of Trento, via Calepina 14, 38122 Trento (TN), email: ateneo@unitn.it; ateneo@pec.unitn.it.

2. Contact details of the Data Protection Officer
The Data Protection Officer can be contacted to request information on personal data at the following email address: dpo@unitn.it.

3. Purpose of the processing and legal basis
The University of Trento processes personal data, including special categories of data and judicial data, for the performance of its public interest tasks and for the fulfillment of legal obligations to which the Data controller is subject, exclusively for the following purposes:

- to manage the competitive/selection procedures (article 6 (1), lett. e) GDPR);
- to manage aids and extra time during the tests (article 9 (2), lett. g) GDPR);
- to check the truthfulness of self-declarations written in accordance with DPR 445/2000 (article 6 (1), lett. c) and article 10 GDPR);
- to complete the recruitment procedure, with related mandatory communications;
- to establish, exercise or defence of legal claims (art. 9 (2), lett. f) GDPR; articles 6, par. 1, lett. e) and 10 GDPR).

4. Categories of personal data concerned
Personal data: name and surname, date and place of birth, tax code, nationality and citizenship, Municipality of registration in the electoral roll, contact details (phone number, residential and/on domicile addresses, email address), qualifications, data suitable for detecting knowledge, skills, abilities in the training and professional
field; special categories of personal data: health data of the participant and/or of participant’s family members, also inferable from any preference titles, personal data relating to criminal convictions and offences.

5. Data source

Personal data are collected both from the data subjects and from other sources, i.e. public administrations, criminal records.

6. Nature of the provision of data

The provision of personal data is essential for the admission to the competitive/selection procedure and failure in providing it precludes participation in them. The provision of personal data to benefit from additional aids and time during the tests is optional and failure in providing it makes it impossible for the Administration to guarantee them.

7. Data processing methods

The processing of personal data shall be carried out manually and by automated means by authorised staff, according to their tasks. Personal data shall be processed lawfully, fairly and transparently, confidentially, in a manner that is adequate, relevant and limited to what is necessary in relation to the purposes for which they are processed (GDPR, article 5(1)). No profiling is carried out, and decisions are not taken by automated means.

8. Categories of recipients

In addition to the university staff acting for the abovementioned purposes, personal data can be disclosed to other public and private third parties to correctly fulfil the mentioned purposes.

While providing services necessary to the fulfilment of the abovementioned purposes, any body/entity processing personal data on behalf of the University will be appointed as Data Processor as per article 28 of GDPR.

To this end, the company Anthesi S.r.l., with headquarters in via Segantini 23, 38122 Trento (TN), has been appointed as Data Processor for the online management of registrations for the competitive/selective procedure through elixForms online-platform.

Apart from these cases, personal data may be disclosed to third parties only in compliance with a legal obligation and/or a provision of the Judicial Authorities.

Some personal data may be published on the relevant section of the University website in compliance with legal obligations established by the sectoral legislation.
If, for the aforementioned purposes, personal data have to be transferred to non-EU countries, the data transfer will be carried out within the limits and under the conditions defined in articles 44 et seq. of the GDPR, or according to an adequacy decision of the European Commission and, in its absence, adequate guarantees.

9. Data retention period
Personal data are stored for the time necessary to fulfil the abovementioned purposes, and in any case, as long as it is mandatory by law. In any case, data will be stored for the time required by the current legislation and/or by the University regulation for the management and conservation of the documentation arising from the performance by the University of its institutional activity.

10. Rights of the data subjects
The data subject shall exercise the rights referred to in article 15 et seq. of the GDPR at any time. In particular, data subjects have the following rights:

- **right of access** to his/her own personal data and to other information as mentioned in article 15 of GDPR;
- **right to rectification** of his/her own personal data when inaccurate and/or their **integration** when incomplete according to article 16 of the GDPR;
- **right to erasure** of his/her own personal data, except when the University is obliged to data storage to comply with article 17 (3) of the GDPR;
- **right to restriction of processing** as per article 18 of GDPR.
- **object to processing** of personal data concerning him or her when allowed according to article 21 of the GDPR.

To exercise their rights, data subjects can use the form available on the University web page “Privacy and data protection” and send it to the Data Controller (see contact details above).

In case there is an infringement of the GDPR on the processing of personal data, data subjects have the right to lodge a complaint with the Italian data protection authority or to engage in legal proceedings by virtue of article 77 of the GDPR.
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